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COMES NOW PLAINTIFF DANIEL L. BALSAM and files this Verified Complaint for causes 

of action against Defendants STARTUP CONSULTANTS LLC, RDC CONSULTING INC., 

DARREN CLEVELAND, GREGOIRE GASPARINI, CARDSERVICE INTERNATIONAL 

INC., SCOTT FRASER, FREE-CD SOFTWARE.COM INC., PAGEWISE.COM INC., 

TRAVELFLEAMARKET.COM INC., and DOES 1 through 100, inclusive, and alleges as 

follows: 

 

I.  SUMMARY OF THE COMPLAINT 

1. Plaintiff DANIEL L. BALSAM (“BALSAM”) brings this action against Defendants for 

sending and advertising in twenty one (21) unlawful Unsolicited Commercial Email (“UCE” or 

“spam”) messages to BALSAM between September 20, 2005 and December 26, 2005, inclusive. 

2. The headers of the spams contain or are accompanied by numerous elements of falsified, 

misrepresented, or forged header information, in violation of Cal. Bus. & Prof. Code § 17529.5.  

The spams also contain various types of deceptive information prohibited by Cal. Civ. Code 

§ 1750 et seq. (the Consumers Legal Remedies Act). 

3. This Court should award statutory damages of $1,000 per spam, as provided by Cal. Bus. 

& Prof. Code § 17529.5(b)(1)(B)(ii), and not consider any reduction, because Defendants failed 

to implement reasonably effective systems designed to prevent the sending of unlawful spam in 

violation of the statute.  BALSAM is informed and believes and thereon alleges that Defendants’ 

actions were knowing, willful, and blatant, and not “clerical” mistakes.  

4. This Court should grant injunctive relief to prohibit Defendants from engaging in 

deceptive marketing practices, as authorized by Civ. Code § 1780(a)(2), because no Defendant 



 

3 
VERIFIED COMPLAINT 

 

1

2

3

4

5

6

7

8

9

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

has identified all consumers similarly situated to BALSAM and notified them that they would no 

longer be engaging in deceptive marketing practices. 

5. Additionally, by advertising in unlawful spam sent to BALSAM, Defendant 

Travelfleamarket.com Inc. is in violation of a stipulated judgment/injunction. 

 

II.  PARTIES 

A.  Plaintiff Daniel L. Balsam 

6. BALSAM is now, and at all times relevant herein has been, an individual residing in the 

State of California, in the City and County of San Francisco. 

7. BALSAM is a consumer because BALSAM seeks and acquires, by purchase or lease, 

goods and services for personal, family, or household purposes. 

8. BALSAM owns and at all relevant times herein owned a computer with an Internet 

connection.  BALSAM ordinarily uses this computer to access his email accounts.  This 

computer is located in the State of California, in the City and County of San Francisco.  

BALSAM received all of the spams over his Internet Service Provider’s and email service 

provider’s equipment, located in the State of California, in the City and County of San Francisco.  

Regardless of the location(s) from which the commercial emails were sent, a substantial portion 

of each advertising transaction – the receipt of the emails – occurred in San Francisco County.  

B.  “IRL Defendants” (Startup Consultants LLC, RDC Consulting Inc., Darren Cleveland, 
and Gregoire Gasparini) 

9. BALSAM is informed and believes and thereon alleges that Defendant STARTUP 

CONSULTANTS LLC is now, and was at all times relevant herein, a limited liability company 

duly organized and recognized under the laws of the State of Florida with a principal place of 

business in Delray Beach, Florida.   



 

4 
VERIFIED COMPLAINT 

 

1

2

3

4

5

6

7

8

9

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

10. BALSAM is informed and believes and thereon alleges that Defendant RDC 

CONSULTING INC. does business as DigitalDiets.com and is now, and was at all times relevant 

herein, a corporation duly organized and recognized under the laws of the State of Florida with a 

principal place of business in Delray Beach, Florida.   

11. BALSAM is informed and believes and thereon alleges that Defendant DARREN 

CLEVELAND is now, and was at all times relevant herein, an individual and the principal 

officer of both STARTUP CONSULTANTS LLC and RDC CONSULTING INC.   

12. BALSAM is informed and believes and thereon alleges that Defendant GREGOIRE 

GASPARINI was at all times relevant herein an individual and an officer of STARTUP 

CONSULTANTS LLC.   

13. BALSAM is informed and believes and thereon alleges that Defendants STARTUP 

CONSULTANTS LLC, RDC CONSULTING INC., DARREN CLEVELAND, and GREGOIRE 

GASPARINI have done business as TheAdDoctors.com and under the unregistered fictitious 

business name of “IRL Technet.”  BALSAM conducted a search on the Florida Department of 

State’s website www.sunbiz.org for “IRL Technet Ltd.” as any kind of company, trademark, or 

fictitious business name, and found no listings.  BALSAM also conducted a 50-state search on 

KnowX.com for “IRL Technet” and found no listings.  BALSAM is informed and believes and 

thereon alleges that there is no such entity “IRL Technet Ltd.” in Florida or any other state. 

14. BALSAM is informed and believes and thereon alleges that there exists, and at all times 

since incorporation of the entities has existed, a unity of interest and ownership between 

STARTUP CONSULTANTS LLC, RDC CONSULTING INC., DARREN CLEVELAND, and 

GREGOIRE GASPARINI (hereinafter referred to collectively as “IRL” or “IRL Defendants”) 

such that any separateness between them has ceased to exist.  BALSAM is informed and believes 
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and thereon alleges that IRL Defendants caused assets to be transferred to other entities without 

adequate consideration in order to evade payment of lawful obligations, and each of the IRL 

Defendants has completely controlled, dominated, managed and operated each of the other IRL 

Defendants since incorporation.  BALSAM is informed and believes and thereon alleges that 

IRL Defendants are, and at all times mentioned were, mere shells, instrumentalities and conduits 

through which other Defendants carried on activities in the corporate name exactly as they would 

have in their own name.   BALSAM is informed and believes and thereon alleges that IRL 

Defendants exercised and exercises such complete control and dominance of such activities that 

any individuality or separateness of IRL Defendants does not, and at all relevant times did not, 

exist.  BALSAM is informed and believes and thereon alleges that adherence to the fiction of the 

separate existence of each of the IRL Defendants as an entity distinct from any other IRL 

Defendant would permit an abuse of the corporate privilege, with the intention of preventing 

BALSAM from obtaining monetary relief from IRL Defendants pursuant to the liquidated 

damages specified by statute. 

15. BALSAM is informed and believes and thereon alleges that IRL took significant steps to 

hide its true identity, by: 1) Deceptively citing a P.O. Box address in Lantana, Florida in the 

bodies of the spams that does not identify IRL and that was registered to Defendant GREGOIRE 

GASPARINI personally, and 2) Deceptively registering domain names it used to send spam to 

an address in Lake Worth, Florida that is really an Irish pub, unrelated to IRL. 

16. BALSAM was only able to identify IRL with the assistance of some of IRL’s advertisers.  

Three such advertisers – Experian Inc., VistaPrint Inc., and BGE Ltd. dba CollectiblesToday.com 

– each independently identified IRL as the actual sender of the spams.  Attachment A shows true 
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and correct copies of emails from Experian Inc., VistaPrint Inc., and BGE Ltd. dba 

CollectiblesToday.com to BALSAM identifying IRL as the sender. 

C.  Other Defendants 

17. BALSAM is informed and believes and thereon alleges that Defendant CARDSERVICE 

INTERNATIONAL INC. (“CARDSERVICE”) does business as CardService.com and is now, 

and was at all times relevant herein, a corporation duly organized and recognized under the laws 

of the State of California with a principal place of business in Simi Valley, California.   

18. BALSAM is informed and believes and thereon alleges that Defendant SCOTT FRASER 

INTERNATIONAL INC. (“FRASER”) does business as NaturalContrarian.com and is now, 

and was at all times relevant herein, an individual with a primary place of business in Del Mar, 

California.   

19. BALSAM is informed and believes and thereon alleges that Defendant FREE-CD 

SOFTWARE.COM INC. (“FREE-CD”) does business as FCDsoft.com and is now, and was at 

all times relevant herein, a corporation duly organized and recognized under the laws of the State 

of Arizona with a principal place of business in Flagstaff, Arizona.   

20. BALSAM is informed and believes and thereon alleges that Defendant 

PAGEWISE.COM INC. (“PAGEWISE”) does business as SantaMail.org and is now, and was at 

all times relevant herein, a corporation duly organized and recognized under the laws of the State 

of Delaware with a principal place of business in Round Rock, Texas. 

21. BALSAM is informed and believes and thereon alleges that Defendant 

TRAVELFLEAMARKET.COM INC. (“TRAVELFLEAMARKET”) does business as 

TravelFleaMarket.com and is now, and was at all times relevant herein, a corporation duly 

organized and recognized under the laws of the State of New York with a principal place of 

business in Oceanside, New York. 
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III.  TWENTY ONE UNLAWFUL SPAMS 

22. From September through December 2005, Defendants advertised in and sent twenty one 

(21) Unsolicited Commercial Email advertisements (“UCEs” or “spams”) to BALSAM.   

“Commercial e-mail advertisement” means any electronic mail message initiated 
for the purpose of advertising or promoting the lease, sale, rental, gift offer, or 
other disposition of any property, goods, services, or extension of credit. 
 

Cal. Bus. & Prof. Code § 17529.1(c).  IRL sent these spams on behalf of 14 different advertisers. 

23. True and correct copies of six sample spams are included in Attachment B, redacted only 

to remove BALSAM’s email address(es) and uniquely identifying information. 

24. For all spams described below: 

• BALSAM is informed and believes and thereon alleges that although the sending 

domain names were registered to “IRL Technet Ltd.” at 621 Lake Avenue, Suite 43, 

Lake Worth, Florida 33460 (the “Lake Worth Address”) – true and correct copies of 

three domain registrations are shown in Attachment C – none of the IRL Defendants 

have any business connection to that address.  BALSAM sent a certified return-

receipt letter to “IRL Technet Ltd. Legal Department” at the Lake Worth Address, 

which was returned to BALSAM by the U.S. Postal Service undeliverable as 

addressed.  Attachment D shows a true and correct copy of the returned letter that 

BALSAM sent to the Lake Worth Address.  Someone wrote on the envelope “no 

suites at this bar / no legal dept.”  BALSAM subsequently learned that the Lake 

Worth Address is really “Brogues on the Avenue,” an Irish pub.  Attachment E shows 

a true and correct copy of a page from the website www.PalmBeachPost.com naming 

Brogues on the Avenue and providing the address of 621 Lake Avenue, Lake Worth, 

FL 33460. 
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• BALSAM is informed and believes and thereon alleges that although the spams claim 

that the sender’s physical mailing address is P.O. Box 3692, Lantana, Florida 33465-

3692 (the “Lantana P.O. Box Address”), the certified return-receipt letter that 

BALSAM sent to that address was returned to BALSAM by the U.S. Postal Service 

as unclaimed.  Attachment F is a true and correct copy of the returned letter that 

BALSAM sent to the Lantana P.O. Box Address.  According to the U.S. Post Office 

in Lantana, Florida, P.O. Box 3692 was registered to Defendant GREGOIRE 

GASPARINI.  Attachment G shows a true and correct copy of the U.S. Postmaster’s 

response to BALSAM’s inquiry as to the ownership of the Lantana P.O. Box. 

A.  Spam Advertising Defendant Cardservice International Inc. (1) 

25. Defendants IRL and CARDSERVICE advertised in a spam that IRL sent to BALSAM on 

November 22, 2005.  The Sender Name was “employment@csicareersite.com.”  IRL sent the 

spam from the domain name and mailserver unitedwesterns.com, which is registered to the false 

Lake Worth address.  The body of the spam provided only FCDS’s physical address, but no 

address for IRL. 

B.  Spam Advertising Defendant Scott Fraser (1) 

26. Defendants IRL and FRASER advertised in a spam that IRL sent to BALSAM on 

December 19, 2005, which promoted Tornado Gold, a penny stock.  The Sender Name was “The 

Natural Contrarian” and the subject line read “TOGI- Your triple profit leverage to Surging Gold 

prices.”  IRL sent the spam from the domain name and mailserver mastermchnics.com, which is 

registered to the false Lake Worth address.  The body of the spam provided the Lantana P.O. 

Box Address.   
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C.  Spam Advertising Defendant Free-CD Software.com Inc. (2) 

27. Defendants IRL and FREE-CD advertised in a spam that IRL sent to BALSAM on 

December 5, 2005.  The Sender Name was “Classic games for kids.”  IRL sent the spam from 

the domain name kickitnows.com and mailserver univstycrdt.com, which are registered to the 

false Lake Worth address.  The body of the spam provided only FCDS’s physical address, but no 

address for IRL. 

28. Defendants IRL and FREE-CD advertised in a spam that IRL sent to BALSAM on 

December 5, 2005.  The Sender Name was “Classic games for kids.”  IRL sent the spam from 

the domain name oprtiondst.com and mailserver samplegoodsfirst.com, which are registered to 

the false Lake Worth address.  The body of the spam provided only FCDS’s physical address, 

but no address for IRL. 

D.  Spam Advertising Defendant Pagewise.com Inc. (3) 

29. Defendants IRL and PAGEWISE advertised in a spam that IRL sent to BALSAM on 

November 30, 2005.  The Sender Name was “Santa And friends.”  IRL sent the spam from the 

domain name oprtiondst.com and mailserver samplegoodsfirst.com, which are registered to the 

false Lake Worth address.  The body of the spam provided the Lantana P.O. Box Address. 

30. Defendants IRL and PAGEWISE advertised in a spam that IRL sent to BALSAM on 

December 2, 2005.  The Sender Name was “Santa And friends.”  IRL sent the spam from the 

domain name and mailserver queenlnd.com, which is registered to the false Lake Worth address.  

The body of the spam provided the Lantana P.O. Box Address. 

31. Defendants IRL and PAGEWISE advertised in a spam that IRL sent to BALSAM on 

December 5, 2005.  The Sender Name was “Santa And friends.”  IRL sent the spam from the 

domain name and mailserver trustinusandwin.com, which is registered to the false Lake Worth 

address.  The body of the spam provided the Lantana P.O. Box Address. 
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E.  Spam Advertising Defendant RDC Consulting Inc. (1) 

32. In this spam, Defendant IRL also owns the destination website.  IRL sent a spam to 

BALSAM on December 26, 2005, which advertised the website DigitalDiets.com.  The Sender 

Name was “DigitalDiet.”  A Whois query on the domain name DigitalDiets.com identifies 

Defendant RDC CONSULTING INC. as the registrant.  IRL sent the spam from the domain 

name and mailserver leskites.com, which is registered to the false Lake Worth address.  The body 

of the spam provided the Lantana P.O. Box Address.   

F.  Spam Advertising Defendant TravelFleaMarket.com Inc. (4) 

33. Defendants IRL and TRAVELFLEAMARKET advertised in a spam that IRL sent to 

BALSAM on September 20, 2005.  The Sender Name was “Travel Flea Market.”  IRL sent the 

spam from the domain name and mailserver mostbyfast.com, which is registered to the false Lake 

Worth address.  The body of the spam provided the Lantana P.O. Box Address. 

34. Defendants IRL and TRAVELFLEAMARKET advertised in a spam that IRL sent to 

BALSAM on October 13, 2005.  The Sender Name was “Travel Flea Market.”  IRL sent the 

spam from the domain name nowstimeto.com and mailserver univstycrdt.com, which are 

registered to the false Lake Worth address.  The body of the spam provided the Lantana P.O. 

Box Address. 

35. Defendants IRL and TRAVELFLEAMARKET advertised in a spam that IRL sent to 

BALSAM on October 14, 2005.  The Sender Name was “Travel Flea Market.”  IRL sent the 

spam from the domain name and mailserver joytowardswrd.com, which is registered to the false 

Lake Worth address.  The body of the spam provided the Lantana P.O. Box Address. 

36. Defendants IRL and TRAVELFLEAMARKET advertised in a spam that IRL sent to 

BALSAM on November 17, 2005.  The Sender Name was “Travel w/The Flea.”  IRL sent the 

spam from the domain name keepitcleans.com and mailserver quietaskeept.com, which are 
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registered to the false Lake Worth address.  The body of the spam provided the Lantana P.O. 

Box Address. 

G.  Spam Advertising Other Advertisers 

 1. Boca Java Corp. dba BocaJava.com (1) 

37. Defendant IRL advertised in a spam that IRL sent to BALSAM on November 25, 2005, 

which advertised Boca Java Corp. dba BocaJava.com.  The Sender Name was “BocaJava.”.   

IRL sent the spam from the domain name oprtiondst.com and mailserver samplegoodsfirst.com, 

which are registered to the false Lake Worth address.  The body of the spam provided the 

Lantana P.O. Box Address. 

 2. BGE Ltd. dba CollectiblesToday.com (2) 

38. Defendant IRL advertised in a spam that IRL sent to BALSAM on December 16, 2005, 

which advertised BGE Ltd. dba CollectiblesToday.com.  The Sender Name was 

“CollectablesToday” [sic].  IRL sent the spam from the domain name kickitnows.com and 

mailserver univstycrdt.com, which are registered to the false Lake Worth address.  The body of 

the spam provided the Lantana P.O. Box Address. 

39. Defendant IRL advertised in a spam that IRL sent to BALSAM on December 19, 2005, 

which advertised BGE Ltd. dba CollectiblesToday.com.  The Sender Name was 

“CollectiblesToday.”  IRL sent the spam from the domain name nowstimeto.com and mailserver 

univstycrdt.com, which are registered to the false Lake Worth address.  The body of the spam 

provided the Lantana P.O. Box Address. 

 3. Communicate.com Inc. dba Perfume.com (1) 

40. Defendant IRL advertised in a spam that IRL sent to BALSAM on November 27, 2005, 

which advertised Communicate.com Inc. dba Perfume.com.  The Sender Name was 

“Perfume.com.”  IRL sent the spam from the domain name and mailserver unitedwesterns.com, 
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which is registered to the false Lake Worth address.  The body of the spam provided the Lantana 

P.O. Box Address.   

 4. Experian Inc. dba TheRewardsDepot.com (1) 

41. Defendant IRL advertised in a spam that IRL sent to BALSAM on December 1, 2005, 

which advertised Experian Inc. dba TheRewardsDepot.com.  The Sender Name was “Incentive 

Program.”  IRL sent the spam from the domain name keepitcleans.com and mailserver 

mastermchnics.com, which are registered to the false Lake Worth address.  The body of the spam 

provided only Experian Inc.’s physical address, but no address for IRL. 

 5. Lake Group Media Inc. (1) 

42. Defendant IRL advertised in a spam that IRL sent to BALSAM on December 9, 2005, 

which advertised Lake Group Media Inc. and promoted Callisto Pharmaceuticals, a penny stock.  

The Sender Name was “FinancialNewsJournal” and the subject line read “Callisto Forms New 

Intellectual Property Unit.”  IRL sent the spam from the domain name and mailserver 

kickitnows.com, which is registered to the false Lake Worth address.  The body of the spam 

provided the Lantana P.O. Box Address.   

 6. PersonalizationMall.com Inc. (1) 

43. Defendant IRL advertised in a spam that IRL sent to BALSAM on November 27, 2005, 

which advertised PersonalizationMall.com Inc. dba PersonalizationMall.com.  The Sender Name 

was “X-mas Early.”  IRL sent the spam from the domain name unitedwesterns.com and 

mailserver mastermchnics.com, which are registered to the false Lake Worth address.  The body 

of the spam provided the Lantana P.O. Box Address.   

 7. Ronco Inc. (1) 

44. Defendant IRL advertised in a spam that IRL sent to BALSAM on December 17, 2005, 

which advertised Ronco Inc. dba Ronco.com.  The Sender Name was “ron Popeil @ Ronco.”  
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IRL sent the spam from the domain name and mailserver joytowardswrd.com, which is 

registered to the false Lake Worth address.  The body of the spam provided the Lantana P.O. 

Box Address.   

 8. VistaPrint.com Inc. (1) 

45. Defendant IRL advertised in a spam that IRL sent to BALSAM on December 5, 2005, 

which advertised VistaPrint.com Inc. dba VistaPrint.com.  The Sender Name was “SO Direct.”  

IRL sent the spam from the domain name nowstimeto.com and mailserver univstycrdit.com, 

which are registered to the false Lake Worth address.  The body of the spam provided the 

Lantana P.O. Box Address.   

 

III.  SPECIFIC ALLEGATIONS 

A.   BALSAM’s Email Usage 

46. BALSAM’s email addresses at which BALSAM received the spams at issue in this 

action are “California email addresses.” 

“California e-mail address” means 1) An e-mail address furnished by an 
electronic mail service provider that sends bills for furnishing and maintaining 
that e-mail address to a mailing address in this state; 2) An e-mail address 
ordinarily accessed from a computer located in this state; 3) An e-mail address 
furnished to a resident of this state.   
 

Cal. Bus. & Prof.  Code § 17529.1(b).  All three conditions apply: The email addresses at which 

BALSAM received the commercial email is furnished by Yahoo! Inc. and Yahoo! Inc. sends 

bills for furnishing and maintaining those e-email addresses to a mailing address in California; 

BALSAM ordinarily accesses those email addresses from a computer located in California; and 

BALSAM is a resident of California. 
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47. BALSAM’s email addresses play no part in determining whether or not Defendants 

included falsified, misrepresentative, forged, or otherwise deceptive information in the email 

headers or bodies.   

48. BALSAM’s email addresses are confidential for numerous reasons, including, but not 

limited to, avoiding the risk of retaliation by “mail bombing” (sending massive amounts of email 

to BALSAM’s email addresses), “joe jobbing” (sending unlawful email as if it were coming 

from BALSAM’s email addresses as a means of harassment), or sharing of BALSAM’s email 

addresses with other unknown parties who might in turn send spam or mail bombs to BALSAM 

or as if from BALSAM. 

49. BALSAM uses filters to attempt to block spam.  These filters identify spam by the 

sender’s domain name, among other criteria. 

B.  Defendants’ Computer and Email Usage 

50. BALSAM is informed and believes and thereon alleges that Defendants intended to 

deceive recipients of their spam messages through the extensive use of falsified, misrepresented, 

and/or forged information contained in or accompanying the email headers, as described herein.  

BALSAM is informed and believes and thereon alleges that Defendants went to great lengths to 

falsify the email headers in order to deceive recipients and spam filters, and to mask their 

identities. 

51. BALSAM is informed and believes and thereon alleges that for every spam he received 

sent or caused to be sent by or advertising Defendants, thousands or even millions of other 

California residents received the same spams. 

52. IRL Defendants advertised in the spams because domain names registered by IRL appear 

in the body of the spams, and the Lantana P.O. Box Address registered to Defendant 

GREGOIRE GASPARINI appears in the body of the spams. 



 

15 
VERIFIED COMPLAINT 

 

1

2

3

4

5

6

7

8

9

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

53. BALSAM is informed and believes and thereon alleges that Defendants actually profited 

and continue to profit and were unjustly enriched by their wrongful conduct. 

54. Punitive damages are appropriate to deter IRL Defendants’ malicious, oppressive, and/or 

fraudulent conduct, and to deter others from engaging in such conduct. 

55. BALSAM is informed and believes and thereon alleges that Defendants will continue to 

advertise in this wrongful and unlawful fashion unless otherwise enjoined by this Court.  This 

Court has jurisdiction to issue a permanent injunction because restraint is necessary to prevent a 

multiplicity of judicial proceedings.  

C.   BALSAM Never Gave IRL or Any Advertiser Direct Consent to Send Him 
Commercial Email 

56. The commercial email advertisements at issue are all unsolicited because BALSAM did 

not provide direct consent to receive advertisements from IRL or from any advertiser, nor did 

BALSAM have a preexisting or current business relationship with IRL or any advertiser.  Cal. 

Bus. & Prof. Code § 17529.1(c), (o), (d), (a), (l). 

57. BALSAM could not have given direct consent because BALSAM had never even heard 

of IRL before IRL began sending spams to BALSAM. 

D.  IRL Sends Spam as an Agent of the Other Defendants; The Other Defendants are the 
Advertisers in the Spams 

58. BALSAM alleges that IRL engaged in fraudulent and deceptive actions by initiating (as 

defined by Cal. Bus. & Prof. Code § 17529.1(i)) the sending of 21 unlawful spams on behalf of 

the other Defendants and advertisers between September 20, 2005 and December 26, 2005, 

inclusive.   

59. Defendants in this action are advertisers because they are persons or entities that 

advertise through the use of commercial e-mail advertisements.  Advertisers are liable for 

advertising in the spams, even if IRL actually hit the send button. 
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The true beneficiaries of spam are the advertisers who benefit from the marketing 
derived from the advertisements. 
 
There is a need to regulate the advertisers who use spam, as well as the actual 
spammers, because the actual spammers can be difficult to track down due to 
some return addresses that show up on the display as “unknown” and many others 
being obvious fakes and they are often located offshore. 
 

Cal. Bus. & Prof. Code § 17529(k), (j).  

60. BALSAM is informed and believes and thereon alleges that all Defendants and 

advertisers caused the spams to be transmitted. 

61. BALSAM is informed and believes and thereon alleges that no Defendant was required 

to employ any other Defendant for the actions described in this complaint.  

E.  Damages 

62. The California Legislature defined liquidated damages to be $1,000 per spam.  

§ 17529.5(b)(1)(B)(ii).  This figure is comparable with damages in other areas of consumer 

protection law, e.g., $500-$1,500 statutory damages per junk fax, 47 U.S.C. § 227(b)(3).  

BALSAM’s rightful and lawful assertion of the California Legislature’s liquidated damages 

amount of $1,000 per email is necessary to further the Legislature’s objective of protecting 

California residents from unlawful spam. 

63. BALSAM was also injured by Defendants’ violation of BALSAM’s right to not receive 

deceptive advertising that violates the Consumers Legal Remedies Act, Cal. Civ. Code § 1750 et 

seq. 

64. BALSAM suffered damages as a result of Defendants’ wrongful conduct.  BALSAM was 

damaged by each unlawful spam when BALSAM received each unlawful spam, in the State of 

California, in the City and County of San Francisco. 



 

17 
VERIFIED COMPLAINT 

 

1

2

3

4

5

6

7

8

9

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

F.  Unlawful Content Contained In or Accompanying Email Headers 

65. BALSAM is informed and believes and thereon alleges that an email “header” includes 

the sender email address and domain name (and any other information purporting to identify the 

person initiating the message), subject line, recipient name and email address, sending Internet 

Protocol address, and date/time stamp, as well as other routing information. 

66. BALSAM is informed and believes and thereon alleges that Defendants’ spams include 

multiple elements of falsified, misrepresented, and forged information contained in or 

accompanying the email headers: 

• Misleading subject lines 
• Misrepresented sender names 
• Multiple sending domain names 
• Falsely registered sending domain names 

 
67. A commercial email advertisement is unlawful if it “contains or is accompanied by 

falsified, misrepresented, or forged header information.”  Cal. Bus. & Prof. Code 

§ 17529.5(a)(2). 

68. BALSAM is informed and believes and thereon alleges that the falsified, misrepresented, 

and forged content in the spams at issue constitutes material falsity and deception, and represents 

willful and deliberate acts, not mere “clerical” mistakes. 

 1. Misleading Subject Lines 

69. Four of the spams at issue have subject lines that are likely to mislead a recipient, acting 

reasonably under the circumstances, about a material fact regarding the contents or subject 

matter of the message.  Cal. Bus. & Prof. Code § 17529.5(a)(3). 

70. IRL’s spam advertising Experian Inc. had a subject line: “Would you like $1000 worth in 

Gift Cards from us.”  This subject line is misleading because it suggests that IRL and/or 

Experian Inc. is giving away gift cards worth $1,000, without clearly specifying in the subject 
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lines that there are conditions attached, as required by 16 C.F.R. § 251.1(c).  See also Balsam v. 

DSG Direct Inc., No. CGC-05-441630, slip op. at 1 (Cal. Super. Ct. Cty. of San Francisco Feb. 

27, 2008) (“The Court finds that commercial email subject lines that advertise goods/services as 

being free without clearly disclosing in the subject lines that there are conditions attached are 

deceptive and violate Cal. Bus. & Prof. Code § 17529.5(a)(3) and the Consumers Legal 

Remedies Act (Civil Code § 1750 et seq.)”).  Attachment H shows a true and correct copy of the 

slip opinion from Balsam v. DSG Direct Inc.  BALSAM is informed and believes and thereon 

alleges that the Florida Attorney General recently settled disputes with World Avenue USA LLC 

and AzoogleAds U.S. Inc. for $1 million each for deceptive use of the word “free” in spam 

advertising, McCollum v. World Avenue U.S.A. LLC, No. L06-3-1089 (Fla. filed Aug. 23, 2007); 

In the Matter of AzoogleAds US Inc., No. L07-3-1044 (Fla. Nov. 7, 2007).  BALSAM is 

informed and believes and thereon alleges that Adteractive Inc., located in San Francisco, 

recently agreed to a stipulated judgment for $650,000 for its deceptive use of “free” in spam 

advertising.  U.S.A. v. Adteractive Inc., No. CV-07-5940 SI (N.D. Cal. Nov. 27, 2007) (stipulated 

final judgment for civil penalties and permanent injunctive relief).  

71. IRL’s spam advertising Ronco Inc. had a subject line: “I will give you $912.75 FREE!* 

See inside!”  Even though the subject line included an asterisk and “See inside,” the subject line 

nevertheless states that IRL and/or Ronco Inc. would give the recipient $912.75, which is not the 

same thing as reducing the price of knives and accessories by $912.75. 

72. IRL’s spam advertising Defendant FRASER had a subject line: “TOGI- Your triple profit 

leverage to Surging Gold prices.”  This subject line is deceptive because it is confusing and does 

not clearly state that the purpose of the spam is merely to promote the stock of Tornado Gold. 
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73. IRL’s spam advertising Lake Media Group Inc. had a subject line: “Callisto Forms New 

Intellectual Property Unit.”  This subject line is deceptive because it purports to be a statement of 

news, when in fact the purpose of the spam is merely to promote the stock of Callisto 

Pharmaceuticals. 

 2. Misrepresented Sender Names 

74. Internet Protocol RFC 1312 requires that the Sender Name field identify the sender of the 

email.  Russell Nelson and Geoff Arnold, RFC 1312 – Message Send Protocol 2, available at 

http://www.faqs.org/ rfcs/rfc1312.html.  Ten of the spams at issue, which were sent by IRL on 

behalf of various advertisers, fail to actually identify IRL or the advertiser in the Sender Name 

field. 

75. “Incentive Program” does not identify Experian Inc. (or its dba TheRewardsDepot.com), 

or Defendant IRL (1 spam). 

76. “Classic games for kids” does not identify Defendant FREE-CD or Defendant IRL (2 

spams.) 

77. “Santa And friends” does not identify Defendant PAGEWISE or Defendant IRL (3 

spams). 

78. “X-mas Early” does not identify PersonalizationMall.com Inc. or Defendant IRL (1 

spam). 

79. “FinancialNewsJournal” does not identify Lake Media Group Inc. or Defendant IRL (1 

spam). 

80. “Travel w/The Flea” does not identify Defendant TRAVELFLEAMARKET or 

Defendant IRL (1 spam). 

81. “SO Direct” does not identify VistaPrint Inc. or Defendant IRL (1 spam). 
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 3. Multiple Sending Domain Names 

82. BALSAM in informed and believes and thereon alleges that hundreds of thousands of 

individuals, corporations, and other organizations use Internet services and successfully pursue a 

wide variety of business, pleasure, non-profit, and academic pursuits on a daily basis while never 

availing themselves of a second, third, or fourth domain name, let alone the 14 domain names 

that IRL created to send 21 spams to BALSAM: joytowardswrd.com, keepitcleans.com, 

kickitnows.com, leskites.com, mastermchnics.com, mostbyfast.com, nowstimeto.com, 

oprtiondst.com, queenlnd.com, quietaskeept.com, samplegoodsfirst.com, trustinusandwin.com, 

unitedwesterns.com, univstycrdit.com. 

Sending Spam from Multiple Domain Names Makes it  
Harder for ISPs to Identify a Spammer and Block its Spam 

83. BALSAM is informed and believes and thereon alleges that if IRL sent all its spam from 

a single domain name and represented itself as the single entity that it really is, then an Internet 

Service Provider (“ISP”) would be more likely to identify IRL as a spammer and block all of its 

spam before it even reached consumers’ computers.  BALSAM is informed and believes and 

thereon alleges that IRL incurred the expense and effort of purchasing and using multiple 

domains to send its spam for the sole reason of deceptively misrepresenting the actual (single) 

source of all its spam in order to trick the ISPs; in other words, IRL created multiple identities, as 

represented by the multiple domain names, in order to “spread out” the total volume of spam and 

reduce the volume sent via each domain name, a strategy deliberately calculated to deceive the 

ISPs into not blocking its spam. 

84. The California Legislature must have known the true importance of accurate header 

information.  With accurate header information, ISPs can quickly and easily compile a global list 

of all spammers and summarily block their email transmissions, delivering spam-free service to 
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their business and consumer customers.  But, so long as inaccurate, misleading and 

misrepresentative headers remain, ISPs are forced to try to decipher truth from fact, fiction and 

subterfuge at great expense. 

85. BALSAM is informed and believes and thereon alleges that the Federal Trade 

Commission, various courts, and Internet security experts have all found the use of multiple 

domain names to be deceptive. 

86. “An ISP [Internet Service Provider] may block a message because… a[] domain name is 

associated with the sending of high volumes of spam.”  FEDERAL TRADE COMMISSION, 

EFFECTIVENESS AND ENFORCEMENT OF THE CAN-SPAM ACT: A REPORT TO CONGRESS 12 (Dec. 

2005).   

87. After identifying spammers’ domain names, “ISPs have responded to spam by attempting 

to filter out the domain names that are the apparent source of the [spam].”  Verizon Online 

Services Inc. v. Ralsky, 203 F. Supp. 2d 601, 606 (E.D. Va. 2002).  More specifically: 

ISPs employ a number of tactics to block spam from reaching users.  One major 
tactic is to identify domain names or IP addresses that have sent unwanted e-mail 
in the past and to automatically prevent the delivery of any messages coming 
from those senders . . . . People sending spam (“spammers”), then, respond by 
masking their true identities to evade the protective measures.  They create false 
routing information or transmission information, making messages appear as if 
they come from hundreds or thousands of different domain names and IP 
addresses.  Thus, spammers can ensure that the ISP cannot detect and block every 
e-mail they send and can evade detection because the thousands of messages 
appear to come from hundreds of different sources. 
 

Jaynes v. Commonwealth of Virginia, 48 Va. App. 673, 681-82 (2006).   

88. This deceptive technique is simple, inexpensive, and – unfortunately – effective.  A spam 

email survives a filter so long as the filter does not recognize it as a spam.  Since ISPs rely, in 

part, on the sending domain name to identify spam, once the ISPs learn to identify a spamming 

domain name, the ISP can block all incoming spam from that domain name.  All a spammer has 
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to do to work around the filter-block is to create a new identity – i.e., a new domain name – and 

keep sending spam.   

Spammers chew through domain names very quickly; large spammers have 
thousands of names registered at any given time.  Spammers promote from these 
domains until every filter knows them as a prolific spamming domain, at which 
time spammers discard the domain and register a new one.  Each DNS name costs 
only a few dollars so registering 1,000 to 2,000 is not a big deal considering the 
potential returns you’ll earn. 
 

SPAMMER-X, INSIDE THE SPAM CARTEL 173 (Jeffrey Posluns ed., Syngress Publishing 2004). 

89. BALSAM is informed and believes and thereon alleges that according to Barracuda 

Networks, in 90-95% of all email in 2007 was spam, and  

the majority of spam emails in 2007 utilized identify obfuscation techniques, in 
which spammers send email from diverse sources throughout the Internet, thus 
hiding their own identity . . . Further, by registering new domains . . . spammers 
can effectively hide their identities from traditional reputation checks that profile 
spam Web domains. 
 

BARRACUDA NETWORKS, BARRACUDA NETWORKS SPAM REPORT at 4 (2007), available at 

http://www.barracudanetworks.com/ns/news_and_events/index.php?nid=232. 

90. Even if the domain names were properly registered, which they are not (discussed infra), 

the use of multiple domain names to send spam is still a misrepresentation and violates 

California law, because it indicates that there are multiple senders and it is a deceptive means of 

evading spam filters.  See, e.g., Balsam v. DSG Direct Inc., No. CGC-05-441630, slip op. at 2 

(Cal. Super. Ct. Cty. of San Francisco Feb. 27, 2008) (“The Court finds that a domain name is 

analogous to an identity on the Internet.  The Court finds that sending commercial emails from 

multiple domain names, when there is no justifiable business rationale for doing so: 1) is a 

deceptive means for the sender to portray itself as if it were actually multiple entities, and 2) is a 

deceptive means of evading spam filters, and therefore 3) violates Cal. Bus. & Prof. Code 

§ 17529.5(a)(2)”).  Attachment H.  See also Balsam v. TLM Enterprises Group Inc., No. 1-06-
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CV-066259 (Cal. Super. Ct. Cty. of Santa Clara Feb. 11, 2008) (“Defendant TLM Enterprises 

Group intentionally created multiple domain names and sent unsolicited commercial emails from 

these multiple domain names with the express intent of avoiding spam filters, many of which use 

the sending domain name as an indicator of unsolicited commercial email . . . . Defendant knew 

sending unsolicited commercial email would result in misrepresented and misleading headers in 

those email messages…”).  Attachment I shows a true and correct copy of the stipulated 

judgment in Balsam v. TLM Enterprises Group Inc.  See also U.S.A. v. Kilbride, 507 F. Supp. 2d 

1051, 1064, 1067 (D. Ariz. 2007) (“The email software enabled Clason frequently to change the 

domain names from which the emails were sent. . . . The goal was to develop several hundred 

domain names that could be rotated frequently in the sending of the pornographic emails.”) 

91. A lawful, legitimate business should want to use a consistent domain name in its 

marketing efforts for “branding” purposes and so that customers can more easily recognize the 

sender and “whitelist” the domain name, if necessary, to ensure that emails are not caught by 

spam filters and deleted.  There are no lawful reasons why IRL would want to create so many 

domain names.   

92. However, there are fraudulent and deceptive reasons why IRL would use so many 

domain names – to make it appear as though many different entities were sending the spam when 

in fact IRL was sending all of the spam.  And, of course, IRL actually registered the sending 

domain names under false business names and addresses. 

93. Because IRL created 14 domain names to send the spams at issue in this lawsuit, every 

single spam sent by IRL contains misrepresented header information.   
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Sending Spam from Multiple Domain Names Makes it  
Harder for Recipients to Identify a Spammer and Block its Spam 

94. Similarly, if the ISPs did not catch and delete IRL’s spam and the spam reached the email 

account of a recipient (like BALSAM), IRL’s use of multiple domain names also makes it more 

difficult for recipients to block IRL’s spam using their own spam filters.   

95. For example, a recipient could block spam originating from the domain name 

joytowardswrd.com, but that filter would not stop spam originating from the domain name 

keepitcleans.com.  The recipient could block keepitcleans.com too, but that would not stop spam 

originating from the domain name kickitnows.com… or from any of the other domain names that 

IRL used to send spam. 

96. BALSAM is informed and believes and thereon alleges that if IRL used a single domain 

name, recipients could easily block all of IRL’s spam with only a few clicks of the mouse, which 

is precisely what IRL was trying to avoid by using multiple domain names. 

97. The California Legislature considered the effect of spammers’ actions as to deceiving 

spam filters, as well as to individuals, by noting that “spam filters have not proven effective.”  

Cal. Bus. & Prof. Code § 17529(f).  Spam filters have not proven effective mainly due to 

spammers’ deliberate attempts to evade and deceive the filters, as demonstrated here by the use 

of multiple domain names. 

Sending Spam from Multiple Domain Names is Analogous to a  
Telemarketer Who Calls from Multiple Telephone Numbers 

98. As an analogy, consider a telemarketer who calls one night during dinner from, e.g., 415-

563-1284.  Caller ID can identify the originating telephone number.  Suppose the recipient had 

the ability to block all calls from that number, but the same telemarketer calls the next day – 

selling the same product(s) – from 617-398-2449.  The recipient could block that number too, 
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but the same telemarketer calls the next day from 312-691-2929.  And then from dozens of other 

telephone numbers.  

99. All calls are from the same telemarketer, but the use of multiple originating numbers to 

defeat the recipient’s ability to block the telemarketer’s calls is deceptive and misrepresentative 

in that it suggests that the caller from each telephone number is a different entity… which makes 

it harder for the consumer to block the unwanted commercial intrusions.   

100. BALSAM is informed and believes and thereon alleges that many spammers 

purposefully create multiple sender email address/domain names in a similar manner to evade 

filters.  A spammer can create a domain name for relatively little money (less than $8), and 

sometimes can even “taste” domain names (i.e., use them for an extremely short period of time) 

for no cost at all.  

No Systematic Matching of Domain Name to Advertiser 

101. IRL used multiple domain names to send spam for a given advertiser.  E.g., IRL sent 

spam advertising Defendant FREE-CD from domain names kickitnows.com and oprtiondst.com, 

and IRL sent spam advertising Defendant TRAVELFLEAMARKET from domain names 

mostbyfast.com, nowstimeto.com, and joytowardswrd.com, 

102. At the same time, IRL sent spam for multiple advertisers using the same domain names.  

E.g., IRL sent spam advertising Ronco Inc. and Defendant TRAVELFLEAMARKET from 

domain name joytowardswrd.com, and  IRL sent spam advertising BGE Ltd. dba 

CollectiblesToday.com, Defendant FREE-CD, and Lake Media Group Inc. from domain name 

kickitnows.com. 

 4. Falsely Registered Sending Domain Names 

103. A commercial email advertisement is unlawful if it “contains or is accompanied by 

falsified, misrepresented, or forged header information.”  Cal. Bus. & Prof. Code § 17529.5(a)(2) 
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(emphasis added).  The California Legislature must have intended “accompanied by” to mean 

information that is not directly contained within the email headers.  If “accompanied by” were 

the same as “contained” then the inclusion of the “accompanied by” term would be superfluous.  

Therefore, this Court must conclude that a spam can violate the prohibition against 

misrepresented header information through information not directly contained within the 

headers.   

104. Email headers typically include a sending domain name, so registration information for 

the sending domain name is information accompanying the email headers. 

105. IRL registered all 14 domain names it used to send the spams in the name of a business 

entity that does not exist, and using an address that is in fact “Brogues on the Avenue,” an Irish 

pub.  Attachments C, D, E.   

106. Not one of the domain names was properly registered to the actual IRL Defendants; every 

single one contained materially false information. 

107. IRL’s pattern and practice of registering domain names so as to conceal its true identity 

thus makes it difficult for the recipient of a spam to identify IRL as the actual spammer, and in 

fact BALSAM would not have been able to identify IRL if not for the assistance of three of 

IRL’s advertisers.  The California Legislature expressly identified this sort of fake registration 

information as materially false: “… the actual spammers can be difficult to track down due to 

some return addresses that show up on the display as “unknown” and many others being obvious 

fakes and they are often located offshore.”  Cal. Bus. & Prof. Code § 17529(j) (emphasis added). 

108. Although BALSAM is suing under California law, BALSAM points out sending spam 

from two or more domain names that were registered so as to conceal the registrant’s true 

identity is an express violation of the federal CAN-SPAM Act.  18 U.S.C. § 1037(a)(4), (d)(2). 
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FIRST CAUSE OF ACTION 

[Violations of California Restrictions on Unsolicited Commercial Email Advertisers, 
California Business and Professions Code § 17529.5] 

(Against All Defendants) 
 

109. BALSAM hereby incorporates by reference Paragraphs 1 to 108, inclusive, as if the same 

were fully set forth herein. 

110. The statute of limitations for a Cal. Bus. & Prof. Code cause of action is four years.  Cal. 

Bus. & Prof. Code § 17208.  BALSAM brings this action within the statute of limitations. 

111. Defendants sent or caused to be sent and advertised in unsolicited commercial emails to 

California electronic mail addresses, including 21 to BALSAM, containing or accompanied by 

falsified, misrepresentative, or forged header information, including: 

• Misleading subject lines 
• Misrepresented sender names 
• Multiple sending domain names 
• Falsely registered sending domain names 

 
112. BALSAM is informed and believes and thereon alleges that Defendants profited from 

their wrongful conduct. 

113. BALSAM suffered damages as a result of Defendants’ wrongful conduct.  The California 

Legislature has set liquidated damages at One Thousand Dollars ($1,000) per email. 

114. BALSAM seeks reimbursement of attorneys’ fees and costs as authorized by statute. 

 

WHEREFORE, BALSAM prays for judgment against Defendants, and each of them, as 

hereinafter set forth. 

// 

// 

// 
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SECOND CAUSE OF ACTION 

[Violations of Consumers Legal Remedies Act, California Civil Code § 1750 et seq.] 
(Against STARTUP CONSULTANTS LLC, RDC CONSULTING INC., DARREN 
CLEVELAND, GREGOIRE GASPARINI, FREE-CD SOFTWARE.COM INC., 
PAGEWISE.COM INC., TRAVELFLEAMARKET.COM INC., and DOES 1-20) 

 
115. BALSAM hereby incorporates by reference Paragraphs 1 to 108, inclusive, as if the same 

were fully set forth herein. 

116. The statute of limitations for a Consumers Legal Remedies Act (“CLRA”) cause of 

action is three years.  Cal. Civ. Code § 1783.  BALSAM brings this action within the statute of 

limitations. 

117. The CLRA is a general consumer protection statute that is not specific to email.  In fact, 

the CLRA does not even mention the word “email” or “Internet.”  The CAN-SPAM Act, by its 

own plain language, does not preempt state laws that are not specific to commercial email.  15 

U.S.C. § 7707(b)(2). 

118. Venue is proper in San Francisco County because, regardless of the location(s) from 

which the commercial emails were sent, a substantial portion of each advertising transaction – 

the receipt of the emails – occurred in San Francisco County.  

A.  Liberal Construction to Protect Consumers 

119. The California Legislature enacted the CLRA, Cal. Civ. Code § 1750 et seq., in order to 

protect consumers against unfair and deceptive business practices and to provide efficient and 

economical procedures to secure such protection.  To that end, the CLRA “shall be liberally 

construed.”  Cal. Civ. Code § 1760. 
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B.  The CLRA Applies to Transactions, Such as Spam Advertisements, Intended to Result 
in a Purchase 

120. The CLRA applies to deceptive acts intended to result in the sale or lease of goods or 

services as well as acts that actually result in the sale or lease of goods or services.  Cal. Civ. 

Code § 1770(a) (emphasis added). 

121. Here, Defendants’ wrongful conduct occurred in the context of transactions which 

BALSAM is informed and believes and thereon alleges that Defendants intended would result in 

the sale or lease of goods or services. 

122. Nothing in the CLRA states that a plaintiff/consumer bringing a suit under the CLRA 

must have purchased and be a consumer of the items advertised via the allegedly false and 

deceptive means.  Cal. Civ. Code § 1761(d) merely differentiates consumers from, for example, 

businesses.  The former can bring actions under the CLRA, the latter cannot. 

123. A consumer who receives false and deceptive advertising is per se damaged, even if the 

consumer does not make a purchase as the result of that advertising.  Kagan v. Gibraltar Savings 

and Loan Assoc., 35 Cal. 3d 582, 593 (1984). 

C.  Defendants Named in this Cause of Action Were Notified of Their Violations of the 
CLRA; None Responded in a Timely Manner 

124. BALSAM sent letters by certified mail, return-receipt requested, to each Defendant (or its 

registered agent) named in this cause of action more than 30 days prior to filing this lawsuit, 

alleging specific violations of the CLRA, as required by Cal. Civ. Code § 1782(a).   

125. No Defendant responded within 30 days of their receipt of notice, as required by Cal. 

Civ. Code § 1782, and identified all consumers similarly situated as BALSAM and notified those 

consumers that it would remedy its marketing practices, as required by Cal. Civ. Code § 1782(c). 

126. BALSAM seeks equitable relief, pursuant to Cal. Civ. Code § 1782(a)(2), in the form of 

an injunction prohibiting Defendants, either directly or through agents, servants, and employees, 
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and all persons acting under, in concert with, or for them, from sending unlawful commercial 

email advertising. 

D.  Specific Violations of the CLRA 

127. The CLRA is explicitly cumulative – each unlawful spam is a separate violation. 

128. Defendants violated the CLRA, Civ. Code § 1770(a)(2), (a)(3), and (a)(5), by 

misrepresenting the source of the goods and services.  Specifically, Defendants represented that 

the source of the spams was “IRL Technet Ltd.,” and that Defendants had a connection with 

“IRL Technet Ltd.,” and that “IRL Technet Ltd” has the status of existing, when in fact no such 

entity exists. 

129. Defendants violated the CLRA, Civ. Code § 1770(a)(4), by making deceptive 

representations of geographic origin in connection with goods and services.  All but three of the 

spams provide the Lantana P.O. Box Address as the source of the spams, but BALSAM’s letter 

to the Lantana P.O. Box Address was returned unclaimed.  Therefore, BALSAM is informed and 

believes and thereon alleges that IRL does not really use the Lantana P.O. Box Address. 

130. Defendants violated the CLRA, Civ. Code § 1770(a)(4), by making deceptive 

representations of geographic origin in connection with goods and services.  All 14 domain 

names were registered to the false Lake Worth address, but BALSAM’s letter to the Lake Worth 

address was returned undeliverable.  BALSAM subsequently learned that 621 Lake Avenue, 

Lake Worth, Florida is “Brogue’s on the Avenue,” an Irish pub.  BALSAM is informed and 

believes and thereon alleges that these spams did not originate from an Irish pub, and therefore 

the domain registrations contain materially false information designed to make it difficult for a 

recipient of IRL’s spam to identify IRL as the true source of the spams. 
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131. Defendants violated the CLRA, Civ. Code § 1770(a)(5) and (a)(9), by representing that 

goods have a characteristic – that of being free – that is not true, and by advertising goods and 

services within intent not to provide them for free as advertised. 

 

WHEREFORE, BALSAM prays for judgment against Defendants STARTUP CONSULTANTS 

LLC, RDC CONSULTING INC., DARREN CLEVELAND, GREGOIRE GASPARINI, FREE-

CD SOFTWARE.COM INC., PAGEWISE.COM INC., TRAVELFLEAMARKET.COM INC., 

and each of them, as hereinafter set forth. 

 

THIRD CAUSE OF ACTION 

[Violations of Stipulated Judgment] 
(Against Defendant TRAVELFLEAMARKET.COM INC. and DOES 10-30) 

 

132. BALSAM hereby incorporates by reference Paragraphs 1 to 108, inclusive, as if the same 

were fully set forth herein. 

133. BALSAM previously sued Defendant TRAVELFLEAMARKET for sending unlawful 

UCE.  Balsam v. Ultimate Corner et al,, No. 1-04-CV-020000 (Cal. Super. Ct. Cty. of Santa 

Clara filed June 23, 2004).   

134. Defendant TRAVELFLEAMARKET entered into a stipulated judgment to comply with 

all laws and regulations pertaining to Internet advertising. 

135. Defendant TRAVELFLEAMARKET violated the injunction four times by advertising in 

false and deceptive spams sent by Defendant IRL. 

 



 

32 
VERIFIED COMPLAINT 

 

1

2

3

4

5

6

7

8

9

10

11

12

13

14

15

16

17

18

19

20

21

22

23

24

WHEREFORE, BALSAM prays for judgment against Defendant TRAVELFLEAMARKET. 

COM INC. as hereinafter set forth. 

 

FOURTH CAUSE OF ACTION 

 [Declaratory Relief] 
(Against All Defendants) 

 
136. BALSAM hereby incorporates by reference Paragraphs 1 to 108, inclusive, as if the same 

were fully set forth herein. 

137. An actual controversy has arisen between BALSAM and Defendants as to the nature of 

their email advertising.   

138. BALSAM respectfully requests this Court to make a judicial declaration and 

determination that Defendants sent and/or advertised in false and deceptive spam, in violation of 

Cal. Bus. & Prof. Code § 17529.5 and the CLRA. 

 

WHEREFORE, BALSAM prays for judgment against Defendants, and each of them, as 

hereinafter set forth. 

 

PRAYER FOR RELIEF ON FIRST CAUSE OF ACTION 

(Against All Defendants) 
 

A. Liquidated damages in the amount of One Thousand Dollars ($1,000) for each of 21 spams, 

as authorized by Cal. Bus. & Prof.  Code § 17529.5(b)(1)(B)(ii), less Two Thousand Eight 

Hundred Sixty Seven Dollars ($2,867) credit from settlements with other involved entities, 

for a total of Eighteen Thousand One Hundred Thirty Three Dollars ($18,133), as follows: 
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• $1,000 jointly and severally against Defendants STARTUP CONSULTANTS LLC, 

RDC CONSULTING INC., DARREN CLEVELAND, GREGOIRE GASPARINI, 

and CARDSERVICE (1 spam); 

• $1,000 jointly and severally against Defendants STARTUP CONSULTANTS LLC, 

RDC CONSULTING INC., DARREN CLEVELAND, GREGOIRE GASPARINI, 

and FRASER (1 spam);  

• $2,000 jointly and severally against Defendants STARTUP CONSULTANTS LLC, 

RDC CONSULTING INC., DARREN CLEVELAND, GREGOIRE GASPARINI, 

and FCDS (2 spams); 

• $3,000 jointly and severally against Defendants STARTUP CONSULTANTS LLC, 

RDC CONSULTING INC., DARREN CLEVELAND, GREGOIRE GASPARINI, 

and PAGEWISE (3 spams); 

• $4,000 jointly and severally against Defendants STARTUP CONSULTANTS LLC, 

RDC CONSULTING INC., DARREN CLEVELAND, GREGOIRE GASPARINI, 

and TRAVELFLEAMARKET (4 spams); 

• $10,000 against Defendants STARTUP CONSULTANTS LLC, RDC 

CONSULTING INC., DARREN CLEVELAND, and GREGOIRE GASPARINI for 

spam advertising other advertisers, less $2,867 credits from settlements with other 

advertisers, for a total of $7,133. 

B. Punitive damages as to Defendants STARTUP CONSULTANTS LLC, RDC CONSULTING 

INC., DARREN CLEVELAND, and GREGOIRE GASPARINI in an amount determined by 

the Court; 

C. Attorneys’ fees as allowed by law (Cal. Bus. & Prof. Code § 17529.5(b)(1)(C)); 
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D. Costs of suit; and 

E. Such other and further relief as the Court deems proper. 

 

PRAYER FOR RELIEF ON SECOND CAUSE OF ACTION 

(Against STARTUP CONSULTANTS LLC, RDC CONSULTING INC., DARREN 
CLEVELAND, GREGOIRE GASPARINI, FREE-CD SOFTWARE.COM INC., 
PAGEWISE.COM INC., TRAVELFLEAMARKET.COM INC., and DOES 1-20) 

 
A. Equitable relief in the form of an injunction prohibiting Defendants, either directly or through 

agents, servants, and employees, and all persons acting under, in concert with, or for them, 

from sending and advertising in unlawful commercial email advertising; 

B. Punitive damages in an amount determined by the Court; 

C. Attorneys’ fees as allowed by law (Cal. Civ. Code § 1780(d)); 

D. Costs of suit; and 

E. Such other and further relief as the Court deems proper. 

 

PRAYER FOR RELIEF ON THIRD CAUSE OF ACTION 

 (Against Defendant TRAVELFLEAMARKET.COM INC. and DOES 10-30) 
 

A. Statutory damages of $10,000 as to Defendant TRAVELFLEAMARKET for four violations 

of an injunction ($2,500 per incident pursuant to Cal. Bus. & Prof. Code § 17500); 

B. Costs of suit; and 

C. Such other and further relief as the Court deems proper. 

// 

// 

// 





Dan Balsam 

From: DigitalDiet [noreply@LESKITES.COM]

To: XXXX@yahoo.com

Subject: Increase energy while reducing appetite with this suppliment.

Categories: Spam

Page 1 of 1Digital Diets

12/26/2005

  
  

Click here to be removed from this list. 
Send all correspondence to:  

PO Box #3692 Lantana, FL 33465-3692 



X-Apparently-To: XXXX@yahoo.com via 68.142.201.214; Mon, 26 Dec 2005 10:15:50 -0800 
X-YahooFilteredBulk: 63.251.159.101 
X-Originating-IP: [63.251.159.101] 
Authentication-Results: mta211.mail.re2.yahoo.com 
  from=LESKITES.COM; domainkeys=neutral (no sig) 
Received: from 63.251.159.101  (HELO LESKITES.COM) (63.251.159.101) 
  by mta211.mail.re2.yahoo.com with SMTP; Mon, 26 Dec 2005 10:15:50 -0800 
Received: (qmail 20347 invoked by uid 0); 26 Dec 2005 18:19:07 -0000 
From: DigitalDiet <noreply@LESKITES.COM> 
Subject: Increase energy while reducing appetite with this suppliment. 
To: XXXX@yahoo.com 
MIME-Version: 1.0 
Content-Type: MULTIPART/alternative; BOUNDARY="XXXX" 
X-bounce-to: bounce-XXXX=yahoo.com@LESKITES.COM 
 
 
 
<html> 
<head> 
<title>Digital Diets</title> 
<meta http-equiv="Content-Type" content="text/html; charset=iso-8859-1"> 
</head> 
<body bgcolor="#FFFFFF" text="#000000"> 
<div align="center"><a 
href="http://LESKITES.COM/track.php/XXXX/fast/1?email=XXXX%40yahoo.com"><img 
src="http://www.tmcast.com/creatives/digitaldiets/1.jpg" width="484" height="380" border="0"></a>  
</div> 
<br><img 
src="http://LESKITES.COM/track.php/XXXX/fast/icon.gif?email=XXXX%40yahoo.com" 
height=1 width=1 alt=""><br><div> 
<p style="margin-top: 0; margin-bottom: 0" align="center"> 
<font face="Verdana" size="1"> 
Click <a 
href="http://LESKITES.COM/unsub.php?email=XXXX%40yahoo.com&cid=XXXX">here</a
> to be removed from this list.</font></p> 
<p style="margin-top: 0; margin-bottom: 0" align="center"> 
<font face="Verdana" size="1"> 
Send all correspondence to: 
</font> 
</p> 
<p style="margin-top: 0; margin-bottom: 0" align="center"> 
<font face="Verdana" size="1"> 
PO Box #3692 Lantana, FL 33465-3692 
</font> 
</p> 
</div></body> 
</html> 



 

 

 

Now you can say goodbye to diets, cravings, 
mood swings, self doubts, and overpriced 
weight loss programs that don’t work… 

 

“Finally, the forbidden fat-burning 
herb banned for being ‘too effective’ 

– EPHEDRA 
(Ma Huang) 

– is available to the public again” 

Frees you from dieting

Boosts energy levels

Wakes you up feeling energized

Suppresses your appetite, so you 
eat less naturally – without feeling 
deprived

Gives you increased stamina, so it’s 
easy to exercise even after a long 
workday

Works equally well for men and 
women

Burns calories and fat

Page 1 of 4Digital Diets

12/26/2005http://www.digitaldiets.com/



 



X-Apparently-To: XXXX@yahoo.com via 68.142.200.119; Tue, 20 Sep 2005 22:55:20 -0700 
X-YahooFilteredBulk: 63.251.159.104 
X-Originating-IP: [63.251.159.104] 
Return-Path: <bounce-XXXX@mostbyfast.com> 
Authentication-Results: mta301.mail.scd.yahoo.com 
  from=mostbyfast.com; domainkeys=neutral (no sig) 
Received: from 63.251.159.104  (HELO mostbyfast.com) (63.251.159.104) 
  by mta301.mail.scd.yahoo.com with SMTP; Tue, 20 Sep 2005 22:55:20 -0700 
Received: (qmail 28228 invoked by uid 0); 21 Sep 2005 05:55:26 -0000 
From: Travel  Flea  Market <noreply@mostbyfast.com> 
Subject: Travel Flea Mkt 
To: XXXX@yahoo.com 
MIME-Version: 1.0 
Content-Type: MULTIPART/alternative; BOUNDARY="XXXX" 
X-bounce-to: bounce-XXXX=yahoo.com@mostbyfast.com 
 



WHOIS Search Results 

 
 

Join Us in Supporting Those Affected by Hurricane Katrina  

View Order 

BUY THE AVAILABLE 
EXTENSIONS 
FOR THIS DOMAIN NA

SEARCH AGAIN 

joytowardswr... .n

joytowardswr... .o

joytowardswr... .in

joytowardswr... .b

joytowardswr... .tv

joytowardswr... .u

joytowardswr... .c

joytowardswr... .w

joytowardswr... .b

joytowardswr... .v

joytowardswr... .g

joytowardswr... .tc

joytowardswr... .m
 

Enter a search term: 

e.g. networksolutions.co
  
Search by: 

Domain Name  

NIC Handle

WHOIS Record For 

joytowardswrd.com 
 
Certified Offer Service - Make an offer on this domain 
Backorder - Try to get this name when it becomes available 
SSL Certificates - Make this site secure 
Site Confirm Seals - Become a trusted Web Site 

Moniker.Com Whois Server Version 2.1 
 
The Data in Moniker.Com's WHOIS database 
is provided for information purposes only, and is 
designed to assist persons in obtaining information 
related to domain name registration records. 
Moniker.Com does not guarantee its accuracy. 
By submitting a WHOIS query, you agree that you 
will use this Data only for lawful purposes and 
that, under no circumstances will you use this Data 
to: (1) allow, enable, or otherwise support the 
transmission of mass unsolicited, commercial 
advertising or solicitations via e-mail (spam); or 
(2) enable high volume, automated, electronic 
processes that apply to Moniker.Com (or its 
systems). Moniker.Com reserves the right 
to modify these terms at any time.  By submitting 
this query, you agree to abide by this policy. 
 
Domain Name: JOYTOWARDSWRD.COM 
 
Registrant [51962]: 
        IRL Tech irltechnet@hotmail.com 
        IRL Technet, Ltd. 

Page 1 of 3WHOIS Search provides domain registration information from Network Solutions

10/14/2005http://www.networksolutions.com/whois/results.jhtml;jsessionid=FOBA4EOFJRSXUC...



IP Address

  

        621 Lake Avenue 
        Suite 43 
        lake worth 
        FLORIDA 
        33460 
        US 
 
 
Administrative Contact [12317]: 
        Role Moniker Privacy Services support@moniker.com 
        Moniker Privacy Services 
        20 SW 27 Avenue 
        Suite 201 
        Pompano Beach 
        FL 
        33069 
        US 
        Phone: +1.9549848445 
 
 
Billing Contact [12317]: 
        Role Moniker Privacy Services support@moniker.com 
        Moniker Privacy Services 
        20 SW 27 Avenue 
        Suite 201 
        Pompano Beach 
        FL 
        33069 
        US 
        Phone: +1.9549848445 
 
 
Technical Contact [12317]: 
        Role Moniker Privacy Services support@moniker.com 
        Moniker Privacy Services 
        20 SW 27 Avenue 
        Suite 201 
        Pompano Beach 
        FL 
        33069 
        US 
        Phone: +1.9549848445 
 
 
Domain servers in listed order: 
 
        NS3.MONIKER.COM         64.49.213.233 
        NS4.MONIKER.COM         64.49.213.241 
 
        Record created on:        2005-05-19 00:00:00.0 
        Database last updated on: 2005-05-20 12:55:44.263 
        Domain Expires on:        2006-05-19 16:40:12.0 

Page 2 of 3WHOIS Search provides domain registration information from Network Solutions

10/14/2005http://www.networksolutions.com/whois/results.jhtml;jsessionid=FOBA4EOFJRSXUC...



 

BobParsons.com  

"Not so polite"  
time saving tips -- that work!

Is this really GoDaddy.com? 
Verify the site for your protection!

 Logout  My Account  Company Info  Why our prices are so low  Our Values  What's New!   FAQ Our Commercials  NEW! RS

 

WHOIS Search Results for: OPRTIONDST.COM 
  
Moniker.Com Whois Server Version 2.1 
 
The Data in Moniker.Com's WHOIS database 
is provided for information purposes only, and is 
designed to assist persons in obtaining information 
related to domain name registration records. 
Moniker.Com does not guarantee its accuracy. 
By submitting a WHOIS query, you agree that you 
will use this Data only for lawful purposes and 
that, under no circumstances will you use this Data 
to: (1) allow, enable, or otherwise support the 
transmission of mass unsolicited, commercial 
advertising or solicitations via e-mail (spam); or 
(2) enable high volume, automated, electronic 
processes that apply to Moniker.Com (or its 
systems). Moniker.Com reserves the right 
to modify these terms at any time. By submitting 
this query, you agree to abide by this policy. 
 
Domain Name: OPRTIONDST.COM 
 
Registrant [51962]: 
IRL Tech irltechnet@hotmail.com 
IRL Technet, Ltd. 
621 Lake Avenue 
Suite 43 
lake worth 
FLORIDA 
33460 
US 
 
 
Administrative Contact [12317]: 
Role Moniker Privacy Services support@moniker.com 
Moniker Privacy Services 
20 SW 27 Avenue 
Suite 201 
Pompano Beach 
FL 
33069 
US 
Phone: +1.9549848445 
 
 
Billing Contact [12317]: 
Role Moniker Privacy Services support@moniker.com 
Moniker Privacy Services 
20 SW 27 Avenue 
Suite 201 
Pompano Beach 
FL 
33069 
US 
Phone: +1.9549848445 
 
 
Technical Contact [12317]: 
Role Moniker Privacy Services support@moniker.com 

 

  

Buy these available domains:

OPRTIONDST.US

OPRTIONDST.BIZ

OPRTIONDST.INFO

OPRTIONDST.NET

OPRTIONDST.ORG

OPRTIONDST.WS

OPRTIONDST.NAME

OPRTIONDST.TV

You might also consider:

OPRTIONDSTONLINE.COM

OPRTIONDSTHOME.COM

OPRTIONDSTSITE.COM

OPRTIONDSTWEB.COM

OPRTIONDSTLIVE.COM

BESTOPRTIONDST.COM

NEWOPRTIONDST.COM

MYOPRTIONDST.COM

THEOPRTIONDST.COM

OFFICIALOPRTIONDST.COM

Search Again
Enter a domain name:

.com

FREE Domain Extras!

More About Domains 

Compare our prices  
Why our prices are so low  
Transfer your domain to GoDaddy.c
just $6.95! Includes a 1-year extens

 
NEW! Sell your domain name. Bid on 
that already exists. The Domain Name 
Aftermarket is the Internet's new auction
the HOT domains, all backed by proven 
GoDaddy.com systems and support. Join

Domains Hosting & Servers Site Builders Email SSL Certificates Business Domain Auctions Reselle

Page 1 of 2Search the WHOIS database.
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WHOIS Search Results for: UNITEDWESTERNS.COM 
  
Moniker.Com Whois Server Version 2.1 
 
The Data in Moniker.Com's WHOIS database 
is provided for information purposes only, and is 
designed to assist persons in obtaining information 
related to domain name registration records. 
Moniker.Com does not guarantee its accuracy. 
By submitting a WHOIS query, you agree that you 
will use this Data only for lawful purposes and 
that, under no circumstances will you use this Data 
to: (1) allow, enable, or otherwise support the 
transmission of mass unsolicited, commercial 
advertising or solicitations via e-mail (spam); or 
(2) enable high volume, automated, electronic 
processes that apply to Moniker.Com (or its 
systems). Moniker.Com reserves the right 
to modify these terms at any time. By submitting 
this query, you agree to abide by this policy. 
 
Domain Name: UNITEDWESTERNS.COM 
 
Registrant [51962]: 
IRL Tech irltechnet@hotmail.com 
IRL Technet, Ltd. 
621 Lake Avenue 
Suite 43 
lake worth 
FLORIDA 
33460 
US 
 
 
Administrative Contact [12317]: 
Role Moniker Privacy Services support@moniker.com 
Moniker Privacy Services 
20 SW 27 Avenue 
Suite 201 
Pompano Beach 
FL 
33069 
US 
Phone: +1.9549848445 
 
 
Billing Contact [12317]: 
Role Moniker Privacy Services support@moniker.com 
Moniker Privacy Services 
20 SW 27 Avenue 
Suite 201 
Pompano Beach 
FL 
33069 
US 
Phone: +1.9549848445 
 
 
Technical Contact [12317]: 
Role Moniker Privacy Services support@moniker.com 

 

  

Buy these available domains:

UNITEDWESTERNS.US

UNITEDWESTERNS.BIZ

UNITEDWESTERNS.INFO

UNITEDWESTERNS.NET

UNITEDWESTERNS.ORG

UNITEDWESTERNS.WS

UNITEDWESTERNS.NAME

UNITEDWESTERNS.TV

You might also consider:

UNITEDWESTERNSONLINE.COM

UNITEDWESTERNSHOME.COM

UNITEDWESTERNSSITE.COM

UNITEDWESTERNSWEB.COM

UNITEDWESTERNSLIVE.COM

BESTUNITEDWESTERNS.COM

NEWUNITEDWESTERNS.COM

MYUNITEDWESTERNS.COM

THEUNITEDWESTERNS.COM

OFFICIALUNITEDWESTERNS.COM

Search Again
Enter a domain name:

.com

FREE Domain Extras!

More About Domains 

Compare our prices  
Why our prices are so low  
Transfer your domain to GoDaddy.c
just $6.95! Includes a 1-year extens

 
NEW! Sell your domain name. Bid on 
that already exists. The Domain Name 
Aftermarket is the Internet's new auction
the HOT domains, all backed by proven 
GoDaddy.com systems and support. Join

Domains Hosting & Servers Site Builders Email SSL Certificates Business Domain Auctions Reselle

Page 1 of 2Search the WHOIS database.

11/27/2005https://www.godaddy.com/gdshop/whois.asp?se=%2B&domain=unitedwesterns%2Ecom&ci=17...
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  Palm Beach County • Treasure Coast • Broward & Dade Counties 

 
Search Restaurants   Advanced Search 

 

Neighborhood Bar , Live Music , Pub/Tavern  

Brogues on the Avenue  

 

Search

Own this business? 
Contact us to enhance your 
listing 

621 Lake Ave   
Lake Worth, FL 33460  Map  
Phone: (561) 585-1885 

Price: $ = $15 and less  
Email to a Friend  
Print 

Cuisine: Irish/English Pubs
 American

User Rating:   
(5 ratings)  

  

Nearby Movies 

Nearby Events 
More Like This 

 Reviewed 
 Irish/English Pubs 
 American 
 Neighborhood Bar 
 Live Music 
 Pub/Tavern 

 
Hours 
11 a.m.-2 a.m. Monday-
Saturday; noon-2 a.m. Sunday  

Meals Served 
Lunch 
Dinner 
Open Sunday 
Open Monday 

Payment Accepted 
Major Credit Cards 

Dress Code 
Casual 

Entertainment 
Indie 
Local 
Rock 
Alternative 
Various 
Americana 

Amenities 
Outdoor dining  
Parties/private room  
Credit cards  
Full bar  
Live Music  

See something wrong? Suggest 
a correction. 

 

 

Spacious, clean. Authentic Irish decor; live entertainment, often 
imported. 

Food: Potato-leek soup with homemade brown bread ($2.50 cup, 
$3.75 bowl), pureed but lively flavor; fish and chips ($11.95) 
crispy batter, fries thick — not greasy; shepherd's pie (beef) deep 
dish ($10.95). Daily specials. ♣ ♣ ♣ ♣ 

.... More

Nicole Janok 

Palm Beach Post Staff Writer 

njanok@pbpost.com 

Brogues  
 

  

The atmosphere: The quaint open patio that gives way to an 
appropriately green entrance doesn't do justice to this gigantic 
neighborhood hangout. The wooden floors and tables are nicely 
complemented by the textured walls and wrought-iron lighting 
fixtures. Eve.... More 

Overall User Rating: 
Food/Drink: 
Ambience: 

 

 

Advertise With Us: In print and online  

 

  
 
 

Place An Ad 24/7 
Build your classified 
ad with color photos

Shopping 
Search 20,000+ local 
goods & services 

Value$aver 
LAMINATE WOOD FLOORS-WAREHOUSE 
DIRECT 
FLORIDA FLOORING 
561-683-7878

FREE APPETIZER W/2 ENTREE'S 
RJ GATORS 
561-746-9660

 
The quaint open patio that gives way to an appropriately green entrance doesn't do justice to this gigantic 
neighborhood hangout. The wooden floors and tables are nicely complemented by the textured walls and
wrought-iron lighting fixtures. Even if you aren't related to one of the Irish employees, you will feel right at 
home with the friendly staff and regulars. Huge is the only way to describe the wrap-around bar that's 
prominently placed in the center of the pub. Another good-sized bar hides in the back, known as the 
Banshee Room, for busier nights. Brogues caters to a hardy drinking crowd,.... Read More 

Page 1 of 3Brogues on the Avenue, Lake Worth, FL - Restaurant Guide

1/14/2008http://www.palmbeachpost.com/barsandclubs/restaurants/101161/DetailedList.jspd?activit...
















